
 	  

Cookie Policy  

   

What are cookies?   

This Cookie Policy explains what cookies are and how we use them, the types of cookies we use, i.e., the information we collect through cookies and how that information 
is used, and how to manage your cookie settings.  

Cookies are small text files that are used to store small pieces of information. They are stored on your device when a website loads in your browser. These cookies help us 
to make the website work properly, make it safer, provide a better user experience and understand how the website works, and analyze what works and where 
improvements need to be made.  

How do we use cookies?  

Like most online services, our website uses first and third party cookies for several purposes. First party cookies are mostly necessary for the proper functioning of the 
website and do not collect any of your personal information.  

Third party cookies used on our website are primarily used to understand how the website works, how you interact with our website, to ensure the security of our services, 
to deliver ads that are relevant to you, and overall to provide a better and improved user experience and help speed up your future interactions with our website.  

  



  
Types of web cookies we use.  

You have the option to select your preferences when you arrive on the website and agree to them. Different browsers provide different ways of blocking and deleting 
cookies used by websites. You can change your browser settings to block/delete cookies.  

Below we provide links to support documents on how to manage and remove cookies from major web browsers.  

Chrome: https://support.google.com/accounts/answer/32050  

Safari: https://support.apple.com/en-in/guide/safari/sfri11471/mac  

Firefox: https://support.mozilla.org/en-US/kb/clear-cookies-and-site-data-firefox?redirectslug=delete-cookies-remove-info-websitesstored&amp;redirectlocale=en-US  

Internet Explorer: https://support.microsoft.com/en-us/topic/how-to-delete-cookie-files-in-internet-explorer-bca9446fd873-78de-77ba-d42645fa52fc  

If you use a different web browser, please visit your browsers official support.  

https://support.google.com/accounts/answer/32050


Privacy Policy  

KAPRAIN a.s. informs the data subjects whose personal data is processed about the details of this processing and their rights in relation to the protection of personal data 
through this Privacy Policy and the Cookie Policy.  

KAPRAIN a.s. declares that it processes the personal data of data subjects in accordance with the effective provisions of data protection legislation, in particular Regulation 
(EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on 
the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation) (hereinafter referred to as the “GDPR”).  

Article I.  

Details of the data controller:  

KAPRAIN a.s.  

Opletalova 1603/57,  

Nové Město, 110 00 Praha 1  

Identification No (IČO): 28950216  



Member of the Board of Directors:  

Ing. JAN KOLACÍ 

info@kaprain.cz  

(hereinafter referred to as the “Controller”)  

Article II 

Definitions  

Personal data shall mean any information relating to an identified or identifiable natural person ( “data subject”).  

Data subject shall mean an identifiable natural person who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an 
identification number, location data, a network identifier or to one or more specific elements of the physical, physiological, genetic, mental, economic, cultural or social 
identity of that natural person. In the case of the provision of health services, the data subject is the patient.  

Controller shall mean a natural or legal person, public authority, agency or other body which alone or jointly with others determines the purposes and means of the 
processing of personal data.  

Personal data processing shall mean any operation or set of operations which is performed upon personal data or sets of personal data, whether or not by automated 
means, such as collection, recording, organization, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or 
otherwise making available, alignment or combination, restriction, erasure or destruction.  

Processor shall mean a natural or legal person, public authority, agency or other body which processes personal data on behalf of the controller.  

Recipient shall mean a natural or legal person, public authority, agency or another body, to which the personal data are disclosed, whether a third party or not.  



Article III  

Categories of personal data subjects  

This policy applies to the processing of personal data by the Controller for the following categories of data subjects:  

• Visitors to the website  

Article IV  

Scope, purpose and legal basis of the processing of personal data  

Article V  

Period of processing of personal data  

The Controller processes personal data for the period of time specified herein:  

Category of data 
subjects Purpose

Scope of personal 
data processed Legal basis for processing

Visitors to the 
website

Ensuring the proper functioning of the website, 
tracking website traffic and visitor interaction with 
the website, sharing website content via social 
media used by the website visitor

IP address, type of 
web browser, 

The legal basis for the processing of personal data is the 
performance of the contract in the case of ensuring the 
correct functioning of the website. In other cases, the legal 
basis is your consent, which you express by ticking the 
relevant boxes in the cookie bar displayed on the website. 



Article VI.  

Recipients of personal data  

The Controller makes personal data available to its employees. It may also disclose it to other recipients, including in particular the Controller's processors who process 

personal data on the Controller's instructions. These include but are not limited to:  

suppliers of IT services or cloud-based technical solutions or services   

Article VII.  

Methods of personal data processing  

Personal data is processed both by automated means and manually for the above-mentioned purposes.  

The processing of personal data does not involve automated decision-making, i.e., decisions based solely on automated processing, including profiling.  

Purpose of the processing Period of processing

Ensuring the proper functioning of the website, tracking website traffic and visitor interaction with 
the website, sharing website content via social media used by the website visitor maximum 15 years or until further notice



The Controller does not transfer personal data to a third country (outside the EU) or an international organization. However, some service providers process personal data 
outside the EU. In these cases, we ensure an adequate level of protection to comply with all legal requirements (we generally conclude so-called EU standard contractual 
clauses issued by the European Commission).  

Article VIII  

Rights of the websites visitors  

The website visitor has the following rights regarding the protection of his or her personal data:  

Right of access to their personal data: visitors have the right to obtain confirmation from the Controller as to whether their personal data is being processed. If it is 
processed, the visitors have the right to access this personal data.  

Right to rectification of personal data: visitors have the right to have their inaccurate personal data rectified if it is inaccurate.  

The right to erasure of personal data: visitors have the right to have their personal data erased, unless exceptions apply that allow the Controller to continue to process the 
personal data. In particular, the personal data will be erased if the consent to the processing is withdrawn and if there is no further legal basis for the processing.  

Right to restriction of the processing of personal data: the visitor may request restriction of the processing of his or her personal data, in particular in cases where he or she 
contests the accuracy of the personal data processed or objects to the processing.  

The right to data portability: the visitor has the right to receive the personal data concerning him or her, which he or she has provided to the Controller, in a structured, 
commonly used and machine-readable format and have the right to transmit this data to another controller. At the same time, he or she has the right to have his or her 
personal data transmitted by the Controller to another controller, if technically feasible.  

Right to object to the processing of personal data: the visitor may object to the processing of personal data based on the legitimate interest of the Controller or in the case 
of processing of personal data for direct marketing purposes (e.g., sending a newsletter).  

Right to withdraw consent: the personal data is processed on the basis of consent, which can be withdrawn at any time. However, the withdrawal of this consent does not 
affect the lawfulness of the processing of personal data based on this consent prior to its withdrawal. Consent may be withdrawn at any time in writing. In this case, the 



Controller will stop all processing activities. However, the withdrawal of this consent does not mean that the Controller has to delete the personal data that the Controller 
processes for the purpose of fulfilling the contract concluded with the visitor.  

The above-mentioned rights can be exercised by sending an email or letter to the Controller's contact address listed at the header of this document.  

Right to lodge a complaint with a supervisory authority – i.e., Data Protection Authority (Úřad na ochranu osobních údajů).  

Prague, 12 February 2024
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